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About this release
This document contains important information about the current release. We strongly recommend that you read the entire document.

Important
We do not support the automatic upgrade of a pre-release software version. To upgrade to a production release of the software, you must first uninstall the existing version.

Release date – July 7, 2016
This release was developed for use with:
• McAfee® ePolicy Orchestrator® 5.3.2 (build 156)

Rating
High Priority – McAfee considers this a high priority release for all affected environments. This update should be applied immediately to avoid a potential business impact, and to maintain a viable and supported product.
For more information about patch ratings, refer to McAfee KnowledgeBase article KB51560.

Resolved issues
These issues are resolved in this release of the product. For a list of issues fixed in earlier releases, see the Release Notes for the specific release.

<table>
<thead>
<tr>
<th>Reference</th>
<th>Issue description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1144868</td>
<td>This hotfix addresses the issue where the Save button is disabled when adding a process to the On-Access policy for McAfee Endpoint Security (ENS), McAfee VirusScan Enterprise (VSE), or McAfee Management for Optimized Virtual environments (MOVE). For more information, please see the McAfee Knowledge Base article KB87371.</td>
</tr>
</tbody>
</table>
Installation instructions

For instruction on installing or upgrading the ePolicy Orchestrator software, which includes a cluster environment configuration, see the McAfee ePolicy Orchestrator 5.3 Installation Guide: PD25506.

**Important**: Before proceeding with the upgrade process, see McAfee KnowledgeBase article KB71825 for important steps to take prior to this upgrade.

**Install the software**

Follow these steps to install this hotfix on your McAfee ePO server.

**Task**

1. Extract the contents of EPO532HF1144868.zip.
2. Run ePOHF1144868.exe and follow the instructions.

**Install the software on McAfee ePO server clusters**

Follow these steps to install this hotfix on your ePO server cluster.

**Important**: Perform the initial installation on the node where the first installation of McAfee ePO was performed.

**Task**

1. Close all connections (open consoles, either remote or local) to the McAfee ePO server.
2. Shut down all other nodes. Although this is optional, we recommend taking this step to ensure that the installation is isolated to the active node.
3. Use the Failover Cluster Manager to take the following McAfee ePO services offline:
   - Apache
   - Event Parser
   - Tomcat
4. Copy EPO532HF1144868.zip to a temporary folder on the node where the first installation of McAfee ePO was performed.
5. Extract the contents of EPO532HF1144868.zip
6. Run ePOHF1144868.exe and follow the instructions.
   - This hotfix does not need to be installed on the other cluster nodes.
7. When finished installing the hotfix, use the Failover Cluster Manager to bring these McAfee ePO services online:
   - Apache
   - Event Parser
   - Tomcat

**Install verification**

Make sure that the installation succeeded.

**Task**

1. On your ePO server host system, navigate to the following folder: [ePO install folder]\Server\lib
   - NOTE: If you applied this hotfix to a cluster, the path is: [ePO install folder]\bin\Server\lib
2. Locate the file orion-core-common.jar.
3. Right click and select properties.
4. Select the Details tab.
5. The Date Modified will be 6/28/2016 5:03 PM.

**Administrator notes**

If this hotfix is installed and McAfee ePO 5.3.2 is reinstalled, this hotfix must be reapplied. Later patch releases include this fix or include updated files.

Only install this hotfix on the McAfee ePO server. Do not install this hotfix on remote Agent Handlers.
In a non-cluster environment, this hotfix stops all McAfee ePO services to facilitate implementation of the fix. Once the fix has been applied, the hotfix will restart the services. No reboot of the host server is required.

**Additional information**

**Important**
The attached files are provided as is, and with no warranty either expressed or implied as to their suitability for any particular use or purpose. McAfee, Inc. assumes no liability for damages incurred either directly or indirectly as a result of the use of these files, including but not limited to the loss or damage of data or systems, loss of business or revenue, or incidental damages arising from their use. Hotfix files should be applied only on the advice of McAfee Technical Support, and only when you are actually experiencing the issue being addressed by the hotfix. Hotfix files should not be proactively applied in order to prevent potential product issues. You are responsible for reading and following all instructions for preparation, configuration, and installation of hotfix files. Hotfix files are not a substitute or replacement for product Service Packs which may be released by McAfee, Inc. It is a violation of your software license agreement to distribute or share these files with any other person or entity without written permission from McAfee, Inc. Further, posting of McAfee hotfix files to publicly available Internet sites is prohibited. McAfee, Inc. reserves the right to refuse distribution of hotfix files to any company or person guilty of unlawful distribution of McAfee software products. Questions or issues with McAfee hotfix files should be directed to McAfee Technical Support.

**Find product documentation**

After a product is released, information about the product is entered into the McAfee online Knowledge Center.

**Task**

1. Go to the Knowledge Center tab of the McAfee ServicePortal at [http://support.mcafee.com](http://support.mcafee.com).

2. In the Knowledge Base pane, click a content source:
   - **Product Documentation** to find user documentation
   - **Technical Articles** to find KnowledgeBase articles

3. Select Do not clear my filters.

4. Enter a product, select a version, then click Search to display a list of documents.